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1. Introduction

The development and integration of social networking tech-
nologies, location-based services, and mobile technologies has
prompted the emergence of a variety of new services under the
umbrella of SoLoMo (i.e., Social, Local, and Mobile) (Shim,
Dekleva, Guo, & Mittleman, 2011; Varnali & Toker, 2010).
Specifically, online social network services have been extended to
the mobile context in which users can “check in” to specific loca-
tions or share location-related information such as photographs
and activities (Zhao, Lu, & Gupta, 2012). This new type of social
network services is termed as the location-based social network
services (LBSNS) because of its emphasis on the location-based
information (Zhao et al., 2012). In the past few years, the number
of LBSNS has rapidly increased around the world. For example,
Fusco, Michael and Michael had listed more than 100 LBSNS
applications Fusco, Michael, and Michael (2010) and Zhao et al.
(2012) also figured out there were more than 40 LBSNS
applications with 3.3 million subscribers in China by the end of
2010.
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The immense business potential of LBSNS has urged both schol-
ars and practitioners to consider how to sustain it. As the web 2.0
technology relies heavily on the user-generated content, the
survival and sustainability of LBSNS which is a special type of
web 2.0 technology depends on users’ continuous content contri-
bution (Chiu, Cheng, Huang, & Chen, 2013; Fang & Neufeld,
2009). Specifically, like other forms of social networks which are
called as self-disclosure technologies (Lowry, Cao, & Everard,
2011), the user-generated content in LBSNS refers to the interper-
sonal communication between users and their self-disclosure.
Considering the emphasis on location information in LBSNS, users’
content contribution in LBSNS is closely associated with their loca-
tion information disclosure. Therefore, understanding the factors
that influence users’ location information disclosure behavior is
of great theoretical and practical importance.

Previous studies on information disclosure have focused on the
privacy issue raised by the self-disclosure behavior in a variety of
research contexts (Ngai, Tao, & Moon, 2015), such as e-commerce
(e.g., Awad & Krishnan, 2006; Xu, Teo, Tan, & Agarwal, 2009),
e-health (e.g., Anderson & Agarwal, 2011; Angst & Agarwal,
2009), and social networking sites (e.g., Chiu et al, 2013;
Krasnova, Spiekermann, Koroleva, & Hildebrand, 2010; Zhao
et al., 2012). Most of these studies have drawn upon the privacy
calculus model or the justice theory to address this issue. The
privacy calculus model argues that individuals make privacy deci-
sions according to their evaluations on the risks and benefits
induced by the information disclosure behavior (Dinev & Hart,
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2006a). Specifically, this model suggests that perceived risks are
negatively associated with information disclosure while perceived
benefits are positively associated with information disclosure. This
model is derived from the justice theory or equity theory which
postulates that individuals face the trade-off between benefits
and costs, such that they try to commit the behaviors with higher
benefits given the same costs or the behaviors with lower costs
given the same benefits (Adams, 1963). However, there are several
research gaps to be filled.

First, although previous studies, based on the justice theory,
have recognized the importance of trade-off between privacy risks
and benefits, most of these studies just examine the main effects
of privacy risks and benefits on information disclosure behavior
(e.g., Xu et al., 2009; Zhao et al., 2012) but pay less attention to
the interaction effect between these two factors. However, the
interaction effect may better reflect the concept of trade-off.
Thus, the first research objective of this study is to investigate
whether or not there is an interaction effect between privacy risks
and perceived benefits.

Second, as most of previous studies are conducted in the
research context of e-commerce, these studies focused on the
utilitarian benefits which are associated with productivity and
efficiency issues such as personalization (e.g., Awad & Krishnan,
2006). However, in the LBSNS which facilitates the interpersonal
communications, utilitarian benefits may become not so impor-
tant. In contrast, hedonic benefits which stress on users’ pleasure
and enjoyment (Chen, 2013b; Krasnova et al., 2010) may become
the dominant benefit perception. Therefore, the second research
objective of this study is to examine whether or not the benefit
structure changes when the context changes from the e-commerce to
the LBSNS.

Third, besides understanding the privacy calculus and benefit
structure during the information disclosure decision making in
the context of LBSNS, we are also interested in the individual dif-
ferences in this process. Regarding gender as the most frequently
discussed individual trait in previous studies (e.g., Chai, Das, &
Rao, 2011; Chen, Ma, Jin, & Fosh, 2013; Midha, 2012; Zhang,
Cheung, & Lee, 2014), the third objective of this study is to
understand whether or not there are gender differences in privacy
calculus and benefit structure.

Drawing upon the privacy calculus model (Dinev & Hart,
2006a), justice theory (Colquitt, Conlon, Wesson, Porter, & Ng,
2001), self determination theory (Deci & Ryan, 1985), and social
role theory (Eagly, 1987), this study attempts to address the afore-
mentioned three issues respectively. First, privacy calculus model
and justice theory posit that users make their decisions on whether
or not to disclose their location information based on the trade-off
between privacy risks and benefits associated with the information
disclosure. Besides the main effects of privacy risks and perceived
benefits, they will interactively exert their influences on informa-
tion disclosure intention. Second, based on the self determination
theory which classifies the human motivation into extrinsic moti-
vation and intrinsic motivation, we propose that in the research
context of LBSNS which stresses on user experience, hedonic ben-
efits should have stronger impacts on the whole benefit percep-
tions than utilitarian benefits. Third, according to the social role
theory which postulates that males and females show different
social behaviors because of the different societal and cultural
expectations for them, we propose that the benefit structure and
the privacy calculus will vary across genders.

The paper is structured as follows. First, we review prior litera-
ture on privacy and information disclosure and introduce the self
determination theory and the social role theory of gender.
Second, we develop a research model to explain the privacy calcu-
lus, benefit structure and gender differences. Next, we describe the
research methodology and discuss the data analysis results.

Finally, we conclude with a discussion of the theoretical and prac-
tical implications of the study and directions for future research.

2. Theoretical development
2.1. Information disclosure and privacy calculus

Social network sites or services (SNSs) refer to a platform such
as MySpace and Facebook that facilitates individuals to “construct
a public or semi-public profile within a bounded system; articu-
late a list of other users with whom they share a connection;
and view and traverse their list of connections and those made
by others within the system” (Boyd & Ellison, 2007, p. 211).
Since SNSs allow individuals to “intentionally and voluntarily
self-disclose their personal information to others in interpersonal
relationships,” they are regarded as a kind of self-disclosure
technology (Lowry et al., 2011, p. 164). Following the develop-
ment of mobile technologies, SNSs have been extended to the
mobile context and combined with the location-based services
(LBS), fostering the emergence of location-based social network
services (LBSNS) which enable users to share location information
or location-related activities to others in their interpersonal
relationships. Regarding that location-related information is more
sensitive than other information (Zhao et al., 2012), encouraging
users to disclose their location-related information calls for more
considerations than traditional SNSs.

A key concept associated with information disclosure in extant
literature is privacy (Cheung & Lee, 2006; Lowry et al., 2012;
Pavlou, 2011; Shah, Peikari, & Yasin, 2014; Smith, Dinev, & Xu,
2011; Squicciarini, Xu, & Zhang, 2011; Yao, Rice, & Wallis, 2007).
Privacy has been defined in many ways in previous studies. In their
review of multiple definitions of privacy, Bélanger and Crossler
(2011) conclude that taking privacy as one’s ability to control infor-
mation about oneself is commonly accepted. Within our research
context, privacy is related to LBSNS users’ ability to control their
location relevant information. Correspondingly, privacy risks are
related to the uncertainty caused by the possibility of the misuse
of privacy information that can result in loss for the users (Dinev
& Hart, 2006a).

As users have a tendency to withhold their privacy information,
it requires other motivators to drive users to give up the right to
keep this information. Based on the justice theory, Dinev et al.
(2006) propose a privacy calculus model by arguing that the ben-
efits brought by the information disclosure behavior may compen-
sate for users’ losses of privacy information and make them
disclose the privacy information. Since then, the justice theory or
the privacy calculus model has become a well established mecha-
nism to explain the information disclosure behavior and has been
widely used in previous empirical studies (e.g., Dinev et al., 2006;
Dinev & Hart, 2006a; Dinev, Xu, Smith, & Hart, 2013; Xu et al,,
2009; Zhao et al., 2012).

The literature review (see Appendix A) shows that informa-
tion disclosure and privacy issues have been majorly investi-
gated in two research contexts: the e-commerce context and
the self-disclosure technology context. In the e-commerce con-
text, researchers focus on the personalization — privacy paradox
issue (Awad & Krishnan, 2006) which reflects users’ trade-off
between the personalization benefits and the risks caused by
the disclosure of profile or transaction information. In contrast,
in the research context of self-disclosure technologies which
include a variety of social computing technologies such as blogs,
microblogs, instant messaging, and social networking web sites
(e.g., Facebook) (Lowry et al., 2011), privacy risks are associated
with not only the service providers’ information misuse behavior
(e.g., the interaction between users and the Web site) but also
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other users’ information misuse behavior (e.g., the interactions
among users) (Zhao et al., 2012). Although the impacts of pri-
vacy risks in the e-commerce context have been extensively
tested, the role of privacy risks in the LBSNS still requires more
empirical investigations.

The privacy calculus model has provided a sound framework to
analyze the information disclosure behavior. However, there are
still several research gaps to be filled. First, although the privacy
calculus model has implicitly suggested that the results of
trade-off between perceived benefits and privacy risks play a
pivotal role, previous studies have focused on the main effects of
privacy risks and perceived benefits (e.g., Dinev & Hart, 2006a;
Xu et al., 2009; Zhao et al., 2012) but neglected the interaction
effects between these two factors. According to the equity theory
(Adams, 1963), the interactive mechanism may better reflect the
truth. Second, most of previous studies are conducted in the
research context of e-commerce by focusing on utilitarian
benefits. However, when shifting the research context to the
self-disclosure technology, the benefit structure may be
changed. Third, although several previous studies have shed light
on the role of individual differences in information disclosure, such
as gender (e.g. Chai et al., 2011; Midha, 2012), whether or not
males and females have same benefit structure and privacy
calculus pattern still asks for further investigations. To fill these
research gaps, we propose a research model (as shown in Fig. 1)
to address the issues of privacy calculus, benefit structure, and
gender differences.

According to the privacy calculus model (Dinev & Hart,
2006a), perceived benefits and privacy risks should respectively
have positive and negative impacts on information disclosure
intention. Specifically, when users share their location-related
information with their friends in their interpersonal networks,
they may get the benefits of personalization (Zhao et al., 2012)
or enjoyment (Krasnova et al., 2010). These benefits will drive
users to disclose their location information to obtain these
benefits. On the other hand, because location-related information
is more sensitive than other types of information (Zhao et al.,
2012), users may be worried about their personal information
to be misused by others and do not want to share the informa-
tion. Thus, we propose that

H1. Perceived benefits are positively associated with intention to
disclose location information.

H2. Privacy risks are negatively associated with intention to
disclose location information.

Hé6: HB > UB

\HS

Hedonic
H8: M <F H3
H2

Perceived
Ease of Use

Intention to
Disclose
Location

Services
(D1-D3)

Control Variable

Fig. 1. Research model. Note: M = Males, F=Females, UB = Utilitarian Benefits,
HB = Hedonic Benefits. Perceived benefits are taken as a second-order construct.

Further, according to the equity theory, users’ justice percep-
tions are based on the trade-off between benefits and costs and
they try to maximize the ratio of benefits and costs (Adams,
1963). Thus, perceived benefits and privacy risks may not indepen-
dently influence information disclosure intention but jointly exert
their impacts on intention (Au, Ngai, & Cheng, 2008). Specifically,
with different levels of privacy risks, the relationship between per-
ceived benefits and intention to disclose location information
should vary. When privacy risks are relatively low, it is easier for
users to feel justice when there are certain perceived benefits,
suggesting a strong relationship between perceived benefits and
intention. However, when privacy risks are relatively high, users
may shift their attention to the risk issues. In this situation, they
may consider the information disclosure behavior as unjust even
though they recognize the great benefits, indicating a weak rela-
tionship between perceived benefits and intention. Therefore, we
propose that

H3. Privacy risks weaken the relationship between perceived
benefits and intention to disclose location information.

2.2. Perceived benefits and self determination theory

Prior literature on information disclosure has identified two
types of benefits associated with the information disclosure
behavior: utilitarian benefits and hedonic benefits. Utilitarian
benefits are associated with the productivity and efficiency
issues. For example, Xu et al. (2009) figure out that consumers
can obtain personalized product recommendations by disclosing
their location information to the stores or the restaurants
around their locations. Unlike utilitarian benefits which are
based on the instrumental view, hedonic benefits are associated
with users’ pleasure and enjoyment (Chen, 2013b; Krasnova
et al., 2010) which is based on the interest in the action itself
rather than external reinforcement (Davis, Bagozzi, &
Warshaw, 1992). The information disclosure behavior may
result in both utilitarian and hedonic benefits, but these two
types of benefits may have different weights in terms of the
specific contexts.

Self determination theory (SDT) (Ryan & Deci, 2000), which is
regarded as one of the most important motivation theories, is
helpful for understanding the contexts under which utilitarian or
hedonic benefits play a more dominant role. SDT argues that
individuals’ behaviors may be driven by their own interests and
values or for reasons external to the self, and then SDT classifies
individual motivations into intrinsic motivation and extrinsic
motivation. Intrinsic motivation refers to “doing an activity for
the inherent satisfaction of the activity itself,” while extrinsic moti-
vation refers to “the performance of an activity in order to attain
some separable outcome” (Ryan & Deci, 2000, p. 71). Unlike intrin-
sic motivation which involves enjoyment of the activity itself,
extrinsic motivation involves instrumentalities and represents
intentional behavior.

Information systems research has widely taken intrinsic and
extrinsic motivations as two major predictors of users’ technology
acceptance behavior. Davis et al. (1992) propose extrinsic motiva-
tion (e.g., perceived usefulness) and intrinsic motivation (e.g., per-
ceived enjoyment) as two major determinants of intentions to use
computers in the workplace. The role of extrinsic and intrinsic
motivation in technology adoption has been re-examined in the
research context of Internet (Teo, Lim, & Lai, 1999), blog (Hsu &
Lin, 2008), online shopping (Shang, Chen, & Shen, 2005), knowl-
edge sharing systems (Lin, 2007), and hedonic information systems
in general (Van der Heijden, 2004). These studies address the
mechanisms of intrinsic and extrinsic motivation to respectively
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argue the impacts of hedonic and utilitarian benefits (Wu & Lu,
2013).

More importantly, hedonic and utilitarian benefits may have
different impacts across the types of information systems. In a
meta-analysis, Wu and Lu (2013) conclude that utilitarian bene-
fits or extrinsic motivators have stronger impacts than hedonic
benefits or intrinsic motivators in the context of utilitarian infor-
mation systems (e.g., ERP systems, office automation applications,
and Web-based banking technology) while hedonic benefits or
intrinsic motivators have stronger impacts than utilitarian bene-
fits or extrinsic motivators in the context of hedonic information
systems (e.g., instant messaging, Internet Protocol Television,
social networking websites, and online shopping systems).
Childers, Carr, Peck, and Carson (2002) also argues that enjoy-
ment plays a more important role than usefulness in a more
hedonic environment. Because social network sites are regarded
as purely hedonic platforms (Krasnova et al., 2010), hedonic ben-
efits should be a more dominant role in the formulation process.
Therefore, we propose

H4. Utilitarian benefits are positively associated with perceived
benefits.

H5. Hedonic benefits are positively associated with perceived
benefits.

H6. Hedonic benefits have stronger impacts on perceived benefits
than utilitarian benefits.

2.3. Social role theory and gender differences

Gender's role within technology acceptance model (TAM) has
been widely investigated in previous studies (e.g., Gefen &
Straub, 1997; Venkatesh & Davis, 2000; Venkatesh, Morris, Davis,
& Davis, 2003; Venkatesh & Morris, 2000). Social role theory
(Eagly, 1987) is taken as the theoretical foundation to explain the
gender differences in behavior. Social role theory states that gender
differences in behavior is mostly due to the social construction
process, and using different socially-constructed structures women
and men encode and process information in different patterns
(Bem, 1981; Venkatesh & Morris, 2000). Despite a variety of gender
differences identified in previous studies, in this study, we focus on
the gender differences in the trade-off between utilitarian and
hedonic benefits and between benefits and risks.

As to the trade-off between utilitarian and hedonic benefits,
previous studies suggest that men may place great emphasis on
wjork; "accomplishment, 'and eminence ‘and their behaviors are
mainly driven by [individualistic tasks and goals| (Carlson, 1971).
Thus, men’s behaviors can be characterized as more instrumental
and task-oriented than women (Taylor & Hall, 1982). In contrast,
women are driven by expressive and communal goals, such as
enjoyment and interpersonal harmony (Bakan, 1966; Spence &
Helmreich, 1978), so they pay more attention to the activity per
se rather than the external outcomes induced by the activity. It
suggests that unlike men who stress on extrinsic motivators
women care more about intrinsic motivators. In the research
context of social networking websites, Lin and Lu (2011) also find
that usefulness has stronger impact on continued intention to use
social networking sites for men than for women while enjoyment
has stronger impact on continued intention to use social
networking sites for women than for men. Therefore, we propose
that

H7. The relationship between utilitarian benefits and perceived
benefits is stronger for males than for females.

H8. The relationship between hedonic benefits and perceived
benefits is stronger for females than for males.

As to the trade-off between benefits and risks, social role theory
indicates that men are more independent, competitive and concern
more egoistic benefits than women (Deaux, 1984; Gefen & Straub,
1997), so in the benefit-risk trade-off process, men will pay more
attention to perceived benefits than women. Further, Bem'’s
(1981) Sex Role Inventory (BSRI) suggests that men tend to exhibit
more masculine traits compared to women. As risk taking is
regarded as a representative “attribute of the masculine psychol-
ogy” (Wilson, Daly, Gordon, & Pratt, 1996, p. 66), males should
have higher risk-taking tendencies than females (Byrnes, Miller,
& Schafer, 1999). In the previous studies on information disclosure,
Midha (2012) also highlights that jmales pay more attention to
benefits while females care more about privacy risks. So, we
propose that

H9. The relationship between perceived benefits and intention to
disclose location information is stronger for males than for
females.

H10. The relationship between privacy risks and intention to
disclose location information is stronger for females than for
males.

Besides the benefit and risk perceptions, perceived ease of use
which is an important factor in technology acceptance model
(TAM) (F.D. Davis, 1989) is included in the model as a control vari-
able. As prior TAM research has figured out that perceived ease of
use has stronger impacts on intention for females than for males
(Venkatesh & Morris, 2000), we will revisit this argument in the
context of LBSNS as well.

3. Research method
3.1. Research setting and respondents

To test the proposed hypotheses, data were collected using a
survey from the LBSNS users in China. According to the report
related to LBSNS, there had been more than 40 LBSNS applications
with 3.3 million subscribers in China by the end of 2010 (Zhao
et al.,, 2012), indicating that LBSNS has been prevalent in China.
Thus, using Chinese respondents to examine the issue of informa-
tion disclosure in LBSNS should be appropriate. Further, most of
previous studies on information disclosure were conducted in
other countries such as the United States of America (e.g., Dinev
et al., 2006; Dinev & Hart, 2006a; Xu et al., 2009), so our studies
can provide some empirical evidences about the applicability of
privacy calculus model in China.

To obtain adequate variances for the variables in the
research model, we did not designate a specific LBSNS in the
survey but asked the respondents to choose one LBSNS which
was most frequently used by them. As respondents may have
different preferences to LBSNSs, they would express their per-
ceptions about the benefits, privacy risks and disclosure inten-
tion based on different LBSNSs. In this way, the variables in
the model could have sufficient variances enabling us to more
accurately capture their impacts (Zhao et al., 2012). Further,
to remove the bias induced by the service selection, we used
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several dummy variables that reflected the different LBSNS as
control variables of the model.

Further, students in university were selected as the target
population because they were the major LBSNS users in China.
According to the CNNIC (China Internet Network Information
Center) 2012 report, 43.1% of LBSNS users were with the age ran-
ged from 20 to 29 and about one among five undergraduates used
LBSNS with the ratio significantly higher than other populations.
Therefore, using student sample was appropriate for the current
study.

3.2. Measures

All the measures were adapted from previous studies and had
been proven to be reliable and valid. Seven-point Likert scales
anchored with “strongly disagree” to “strongly agree” were used
for multiple items of all latent constructs. Specifically, perceived
benefits were taken as a second-order construct with two
dimensions namely utilitarian benefits and hedonic benefits.
They were respectively measured using the items of perceived use-
fulness adapted from Zhou (2013) and perceived enjoyment
adapted from Venkatesh (2000). Privacy risks were measured with
the items adapted from Zhou (2013) and intention to disclose
location information was measured with three items adapted from
Xu et al. (2009). Besides these factors, we also took perceived ease

Table 1
Constructs and measures.

Constructs Items Sources

Location-based services (LBS) refer to one type of information services which
enables the service providers to capture users’ location information and
provide users with location-related services. It includes a variety of
applications such as Jiepang, Dianping, Baidu Shenbian and others. Please
select one LBS which you most frequently use and answer the following
questions according to your opinions about the selected LBS. Please indicate the
extent to which you agree with the following statements where “1” denotes
“strongly disagree” and “7” denotes “strongly agree.”

Utilitarian UB1: Disclosing my location information via Zhou
benefits LBSNS can improve my living and working (2013)
efficiency
UB2: Disclosing my location information via
LBSNS can improve my living and working
effectiveness
UB3: I feel that disclosing my location
information via LBSNS is useful
Hedonic HB1: I find disclosing my location information = Venkatesh
benefits  via LBSNS to be enjoyable (2000)
HB2: The actual process of disclosing my
location information via LBSNS is pleasant
HB3: I have fun disclosing my location
information via LBSNS
Privacy PR1: Disclosing my location information to this Zhou
risks service provider may bring many unpredicted  (2013)
problems
PR2: Disclosing my location information to this
service provider is risky
PR3: Disclosing my location information to this
service provider may bring potential losses
Intention to  Specify the extent to which you would reveal Xu et al.
disclose your location information: (2009)
INTD1: Willing/unwilling
INTD2: Unlikely/likely
INTD3: Not probable/probable
Perceived PEOU1: My interaction with the LBSNS would ~ Xu and
ease of be clear and understandable Gupta
use PEOU2: I would find the LBSNS easy to use (2009)

PEOU3: Learning to use LBSNS is easy for me

of use as a control variable because it was regarded as an important
predictor in technology acceptance literature (Venkatesh, Thong, &
Xu, 2012). The measures for perceived ease of use were adapted
from Xu and Gupta (2009). The constructs and measures were
specified in Table 1. Because the original items were in English,
we asked four undergraduates to help convert these items into
Chinese using the back translation approach.

3.3. Data collection procedure

The questionnaires were distributed to the users of LBSNS in
China through the snowballing method. Initially, we introduced
the survey on a methodology course for undergraduate students
and invited students to participate in the survey voluntarily. For
each student who expressed his/her willingness to participate in
the survey, an email with a brief instruction of the survey and an
URL link which could direct him/her to the online survey website
was sent. We also encouraged the students who completed the
survey to forward the URL link of the survey to their LBSNS friends,
and their friends could further forward the URL link to others. To
ensure the validity of the answers, respondents were asked to
express their actual perceptions about the questions and were
informed that only the statistic data would be used in the analysis
so their personal information would not be disclosed to public.
Finally, 164 validated questionnaires were obtained and used in
the data analysis. The demographic statistics for the respondents
were reported in Table 2. Among these respondents, 39.6% of the
respondents were males. Further, 67.1% of the respondents
were in the 21-25 age range, and 84.8% of the respondents were
with the education level of bachelor or above. Nearly 90% of the
respondents had more than four years of experience in Internet
and more than 60% of the respondents had more than six months
of experience in LBS usage.

It was worth noting that three specific LBSNS services namely
Dianping, Jiepang and Baidu Shenbian were widely used by the
respondents. Dianping is a platform for users to share their

Table 2
Demographic statistics.

Variables Levels Frequency Percentage
(%)
Gender Male 65 39.6
Female 99 60.4
Age <=20 39 238
21-25 110 67.1
26-30 14 8.5
>30 1 0.6
Education High school or below 11 6.7
Two year college 14 8.5
Bachelor 120 73.2
Master or above 19 11.6
Internet usage experience <2 years 3 1.8
2-3 years 14 8.5
4-5 years 34 20.7
6-7 years 43 26.2
>=8 years 70 42.7
LBS usage experience <3 months 48 293
3-6 months 17 104
7-12 months 18 11.0
12-24 months 37 22.6
>24 months 44 26.8
Services Dianping 64 39.0
Jiepang 46 28.0
Baidu Shenbian 20 12.2
Others 34 20.8
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opinions (e.g., online review) about restaurants and other service
vendors through their social networks and users can obtain recom-
mendations based on their locations. Jiepang and Baidu Shenbian
are very similar to Foursquare in USA. Both of these two LBSNSs
allow users to share their locations and location-relevant activities
(e.g., having dinner and entertainment) with their friends in their
social networks. For other LBSNS services whose frequency was
less than ten, we used “others” to reflect them so as to simplify
the discussion. Therefore, three dummy variables were used to
capture these four levels of services.

4. Data analysis

Partial least squares (PLS) was used in the data analysis. PLS,
as a second-generation statistic or structural equation modeling
(SEM) approach, can estimate the measurement model and
structural model simultaneously and systematically. Further,
compared to covariance-based SEM approach, PLS is more appro-
priate to deal with small sample size and formative measures
(Hair, Ringle, & Sarstedt, 2011). In our study, given the relative
small sample size and formative nature of perceived benefits,
PLS was used in the analysis. Specifically, SmartPLS was used
as the analytic tool.

4.1. Measurement model

All the first-order constructs were reflectively measured, so
the measurement model for the first-order constructs was
assessed by examining their reliabilities, convergent and discrim-
inant validities. The reliability of a construct can be assessed by
checking its composite reliability and average variance extracted
(AVE) (Fornell & Larcker, 1981). As shown in Table 3, the com-
posite reliabilities for all the constructs were greater than 0.8
and the AVEs were greater than 0.6, exceeding the suggested
threshold values of 0.7 and 0.5 respectively (Fornell & Larcker,
1981). Therefore, all of these constructs were with appropriate
reliabilities.

Consistency validity can be assessed by checking whether or
not the item loadings on their respective constructs were high
enough while discriminant validity can be assessed by checking
whether or not the item loadings on their respective constructs
were higher than the loadings on other constructs (e.g.,
cross-loadings). As shown in Table 4, the item loadings on their
respective constructs were higher than 0.7 and these loadings were
higher than cross-loadings too, suggesting that these constructs
had adequate convergent and discriminant validities.

Another approach to evaluate the discriminant validity is to
compare the square root of AVE for a construct and the correla-
tion coefficients related to this construct. As shown in Table 3,
the square roots of AVE for all the constructs were greater than
the correlation coefficients, confirming that these constructs
were with good discriminant validity (Bock, Zmud, Kim, & Lee,
2005).
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Table 4
Loadings and cross-loadings.
INTD HB UB PR PEOU
INTD1 0.899 0.402 0.295 —0.281 0.257
INTD2 0.887 0.519 0.420 0.009 0.450
HB1 0.470 0.919 0.613 0.341 0.692
HB2 0.478 0.933 0.628 0.312 0.640
HB3 0.469 0.907 0.587 0.295 0.552
UB1 0.370 0.626 0.911 0.328 0.519
UB2 0.369 0.589 0.916 0.347 0.488
UB3 0.340 0.582 0.887 0.382 0.486
PR1 -0.172 0.301 0.368 0.932 0.363
PR2 —0.142 0.321 0.362 0.935 0.368
PR3 —0.094 0.329 0.320 0.853 0.395
PEOU1 0.352 0.557 0.453 0.277 0.788
PEOU2 0.350 0.575 0.448 0.298 0.850
PEOU3 0.214 0.517 0.434 0.472 0.789
Table 5
Weights of perceived benefits.
Weights t-Statistics
Utilitarian benefits 197 2.056
Hedonic benefits .859** 9.503
Note: ‘p<0.05, "p<0.01, "p<0.001.
Table 6
Common method bias test.
Construct Indicator Substantive R} Method R3
factor factor
loading (Ry) loading (R,)
Intention to disclose INTD1 0.961 0.924 -0.143 0.020
INTD2 0.829 0.687 0.137 0.019
Utilitarian benefits UB1 0.830 0.689 -0.038 0.001
UB2 0.958 0.918 -0.039 0.002
UB3 0.927 0.859 0.079 0.006
Hedonic benefits HB1 0.881 0.776 0.226 0.051
HB2 0.907 0.823 -0.031 0.001
HB3 0.973 0.947 -0.198 0.039
Privacy risks PR1 0.907 0.823 -0.007 0.000
PR2 0.940 0.884 —0.008 0.000
PR3 0.882 0.778 0.015 0.000
Perceived ease of use PEOU1 0.600 0.360 0.152 0.023
PEOU2 0.909 0.826 —0.064 0.004
PEOU3 0.912 0.832 —0.068 0.005
Average 0.887 0.795 0.001 0.012

In order to compare the weights of utilitarian benefits and
hedonic benefits across different groups, we included both the
two first-order constructs (e.g., utilitarian benefits and hedonic

Table 3
Descriptive statistics, reliabilities, and correlations.
Mean SD AVE CR INTD HB UB PR PEOU
INTD 3.829 1.419 0.798 0.887 0.893
HB 4.797 1.187 0.846 0.943 0.514 0.920
UB 4913 1.142 0.818 0.931 0.398 0.663 0.905
PR 5.258 1.265 0.823 0.933 -0.157 0.344 0.388 0.907
PEOU 4.854 1.100 0.656 0.851 0.393 0.683 0.550 0.407 0.810

Note: AVE = Average variance extracted, CR=Composite reliability, INTD = Intention to disclose, HB = Hedonic benefits, UB = Utilitarian benefits, PR = Privacy risks,
PEOU = Perceived ease of use. Boldfaced diagonal elements are the square roots of AVEs.
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Fig. 2. PLS results (overall sample).

benefits) and the second-order construct perceived benefits in the
model, as operated by Bock et al. (2005). Specifically, the factor
scores for the two first-order constructs were taken as the items
of the second-order construct. As shown in Table 5, the weights
for both utilitarian and hedonic benefits were significant.

Further, as all the constructs were measured subjectively from
same sources at the same time, there may be potential common
method bias. Thus, according to Podsakoff et al.’s (2003) sugges-
tions, we compared the variances explained by both the trait fac-
tors (or substantive factors) and a method factor. Specifically,
with the guideline of Liang, Saraf, Hu, and Xue (2007), we found
that the substantive factors explained nearly 80% of the total vari-
ances while the method factor only explained 1.2% of the variances
(see Table 6), suggesting that common method bias was not a seri-
ous concern in our study. Finally, as the correlations between con-
structs were relatively high, a multicollinearity problem could
exist. However, the regression analysis results showed that the
variance inflation factor (VIF) values for all of the constructs were
between 1.284 and 2.375, less than the suggested threshold value
3.3 (Petter, Straub, & Rai, 2007).

Table 7
Comparison between utilitarian and hedonic benefits.
Utilitarian Hedonic AB Espooled Conclusion
benefits (UB) benefits (HB)
Overall .197* .859** .662 73.451 HB > UB
Males 424 .656™* 232 33.059 HB > UB
Females 252* .823* 571 47.479 HB > UB

Note: 'p<0.05, "p<0.01, "'p<0.001.

Table 8
Comparison between males and females.
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Table 9
Direct effects of utilitarian and hedonic benefits.
Male Female AB tspooled Conclusion
UB — INTD 341 .089 252 37.546 Male > Female
HB — INTD 526" 324 .202 25.491 Male > Female

Note: UB = Utilitarian benefits, INTD = Intention to disclose, HB = Hedonic benefits.
Note: 'p<0.05, "p<0.01, "'p<0.001.

4.2. Structural model

PLS results of the structural model were shown in Fig. 2. The
results showed that perceived benefits had significant positive
impact on disclosure intention (f =.541, t=7.763) while privacy
risks had significant negative impact on disclosure intention
(B=-.524, t=4.985), lending supports to H1 and H2. According
to the multiplicative approach suggested by Chin, Marcolin, and
Newsted (2003), the interaction effect between perceived benefits
and privacy risks was found to be significant (= —.153, t = 1.996),
supporting H3. Both utilitarian and hedonic benefits were found to
have significant impacts on perceived benefits (f=.197, t = 2.056;
B =.859, t=9.503 respectively), supporting H4 and H5. Besides,
the control variable perceived ease of use was found to have signif-
icant impacts on disclosure intention (§ = .173, t = 2.098). The three
dummy variables denoting different services were found to have
insignificant impacts on disclosure intention (f =.080, t=1.084;
p=.052,t=0.831; p=—-.026, t = 0.462, respectively).

We further compared the impacts of utilitarian and hedonic
benefits on perceived benefits according to Keil et al.’s (2000)
method which was suggested by Huang, Davison, and Gu (2011)
and found that hedonic benefits had stronger impacts on perceived
benefits than utilitarian benefits for the overall sample and the two
sub-samples (e.g., male and female sub-samples) (see Table 7).
Therefore, H7 was supported.

According to the approach proposed by Keil et al. (2000), we
compared the path coefficients across genders. The results
(see Table 8) showed that the relationship between perceived
benefits and intention was stronger for males than for females
(AP =.413, tspoolea = 55.626) while the relationship between pri-
vacy risks and intention was stronger for females than for males
(AB=.214, tspoolea =31.757), supporting H7 and HS8. Utilitarian
benefits were found to have stronger impact on perceived
benefits for males than for females (Af=.172, tspooieq = 10.404),
while hedonic benefits were found to have stronger impact on
perceived benefits for females than for males (AB=.167,
tspooled = 12.672), so H9 and H10 were supported. Further, we also
compared the impacts of perceived ease of use on intention and
found that its impact was stronger for females than for males

Male (N; = 65) Female (N, = 99) AB Espooled Hypothesis support
H7: PB - INTD 799" 386" 413 55.626 Support (M > F)
H8: PR - INTD —.295* -.509"* 214 31.757 Support (M <F)
H9: UB - PB 424 252¢ 172 10.404 Support (M > F)
H10: HB - PB 656 823" 167 12.672 Support (M < F)
PEOU — INTD .058 250 192 24.850 Significant (M < F)

Note: PB = Perceived benefits, INTD = Intention to disclose, PR = Privacy risks, UB = Utilitarian benefits, HB = Hedonic benefits, PEOU = Perceived ease of use. The path coef-
ficients were compared using the method proposed by Keil et al. (2000): Spooed = \/{[(N1 —1)/(N1 + Nz — 2)] x SE% +[(N2 —1)/(Ny + Ny — 2)] x SE%}

t=(PCy — PCZ)/[Spuuled X

(1/N1 4+ 1/N3)] Where Syo0¢ = pooled estimator for the variance, t = t-statistic with Ny + N, — 2 degrees of freedom, N; = sample size of dataset

for group i, SE; = standard error of path in structural model of group i, PC; = path coefficient in structural model of group i.

Note: 'p<0.05, "p<0.01, "'p<0.001.
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(A =.192, tspooled = 24.850), consistent with previous literature
(Venkatesh et al., 2003).

4.3. Post-hoc analysis

In the data analysis, we treated perceived benefits as a
second-order construct with two dimensions utilitarian and hedo-
nic benefits and tested the impact of perceived benefits on inten-
tion. In this post hoc analysis, we tended to analyze the direct
effects of utilitarian and hedonic benefits. As shown in Table 9,
both utilitarian and hedonic benefits were found to have stronger
impacts on intention for males than for females (AB=.252,
tspooled = 37.546; AP =.202, tspooled = 25.491 respectively), consis-
tent with the findings of Venkatesh et al.’s (2012) study on con-
sumer acceptance of hedonic technology.

By comparing the results of the post hoc analysis and the results
in data analysis section, we found that utilitarian and hedonic ben-
efits can exert their influences on intention through two stages.
The first stage is the benefit formulation stage at which individuals
form their overall perceptions about benefits by balancing utilitar-
ian and hedonic benefits. The second stage is the privacy calculus
stage where individuals balance benefits and privacy risks. As
found in the data analysis section, utilitarian benefits have stronger
impacts at both the benefit formulation stage and the privacy cal-
culus for males than for females, so utilitarian benefits will have
stronger impact on intention for males than for females. In con-
trast, hedonic benefits have stronger impacts at the benefit formu-
lation stage for females than for males while benefits have weaker
impacts at the privacy calculus stage for females than for males.
Because the gender differences at the privacy calculus stage were
much stronger than at the benefit formulation stage, hedonic ben-
efits were found to have stronger impacts on intention for males
than for females.

5. Discussions and implications
5.1. Discussion of findings

The study attempts to understand the benefit structure,
privacy calculus and gender differences in the context of
location-based social network services (LBSNS). Several key
findings can be derived from the study. First, as to the benefit
structure, this study finds that in the context of LBSNS which is
most frequently regarded as a hedonic technology (Krasnova
et al., 2010), hedonic benefits become the most salient compo-
nent of the overall benefit perceptions. This is different from
the previous studies which have been majorly conducted in a
more utilitarian oriented context such as e-commerce (Xu et al.,
2009) where utilitarian benefits are the research focus. Second,
as to the privacy calculus, this study has proposed and empiri-
cally tested the interaction effect between perceived benefits
and privacy risks and find that privacy risks weaken the
relationship between perceived benefits and disclosure intention,
indicating that when privacy risks are high, users would not like
to disclose their location information even though they recognize
that information disclosure can bring them a variety of benefits.
Third, as to gender differences, this study finds that males and
females think differently at both the benefit formulation stage
and the privacy calculus stage. Specifically, the results show that
females pay more attention to hedonic benefits than males while
males pay more attention to utilitarian benefits than females. The

results also suggest that when balancing benefits and risks males
rely heavily on benefits while females on risks.

5.2. Theoretical contributions

This study can contribute to privacy and social media litera-
ture in several ways. First, this study advances the understanding
on privacy calculus model by taking the interaction effect
between perceived benefits and privacy risks into account.
Previous studies draw upon the privacy calculus model to
explain the information disclosure behavior by only considering
the main effects of benefits and privacy risks (e.g., Xu et al,
2009). However, this theorization cannot well capture the
concept of the trade-off between benefits and risks because a
trade-off can be achieved only when two things are jointly
considered. Thus, beyond their independent main effects, we
propose there is an interaction effect between perceived benefits
and privacy risks and the results do confirm the validity of
this theorization. This interaction effect indicates the boundary
conditions under which privacy risks and perceived benefits
work. Specifically, the study shows that the relationship between
perceived benefits and behavioral intention will be stronger
when privacy risks are low.

Second, this study extends the privacy calculus model from the
utilitarian technology context to the hedonic technology context,
proposes and empirically examines the change in benefit structure
due to the contextual differences. Most of previous studies on
privacy and information disclosure are conducted in the utilitarian
technology context and focus on the utilitarian benefits (e.g., Xu
et al., 2009). Some studies investigating this issue in the hedonic
technology context (e.g., Zhao et al., 2012) but have not compared
the impacts of utilitarian benefits and hedonic benefits. In this
study, considering the contextual differences, we explicitly
propose that hedonic benefits will play a more important role in
the LBSNS context and empirically test this difference. The findings
suggest future researchers to pay attention to the contextual
differences and develop context-specific models based on these
differences.

Third, this study examines the gender differences in location
information disclosure at both the benefit formulation stage and
the privacy calculus stage. The gender differences in the informa-
tion disclosure behavior have been rarely investigated. Even
though some studies may explore the moderating role of gender
in understanding the impacts of benefit perceptions on behavioral
intentions (Midha, 2012), they have not differentiated the decision
making stages. In this way, it is difficult for researchers to identify
the actual sources of gender differences. For example, previous
studies on the moderating role of gender in the technology accep-
tance literature may lead to different conclusions. Several studies
argue that hedonic benefits have stronger impacts on behavioral
intention for females than for males (Nysveen, Pedersen, &
Thorbjgrnsen, 2005) while others state that the relationship
between hedonic benefits and intention is stronger for males than
for females (Venkatesh et al., 2012). To solve the inconsistency, we
propose a two-stage model by stating that males and females may
think differently at the benefit formulation stage and the privacy
calculus stage. Our results show that females stress more on hedo-
nic benefits at the benefit formulation stage while they underesti-
mate the importance of benefits at the privacy calculus stage. Thus,
a better understanding on the impacts of hedonic benefits on
intention requires distinguishing the benefit formulation stage
from the privacy calculus stage.
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Fourth, this study extends the technology acceptance model
(TAM) and self determination theory (SDT) to the research context
of LBSNS and provides some context-specific theoretical implica-
tions. Specifically, the results of this study suggest that for LBSNS
which is a hedonic technology (Van der Heijden, 2004;
Venkatesh et al., 2012), perceived enjoyment has a stronger impact
on user behavior than perceived usefulness and perceived ease of
use which are considered key predictors for utilitarian technolo-
gies (Davis, 1989; Venkatesh & Davis, 2000; Venkatesh et al.,
2003). Further, based on SDT (Ryan & Deci, 2000), we figured out
that perceived usefulness (e.g., utilitarian benefits) and perceived
enjoyment (e.g., hedonic benefits) exerted their impacts through
the mechanisms of extrinsic and intrinsic motivations. We further
highlighted that these two motivations worked in different
contexts. Specifically, females stress more on intrinsic motivations
than on extrinsic motivation, while males emphasize more on
extrinsic motivations than on intrinsic motivations. Thus, our
study advances SDT by pointing out the contingent factors (e.g.,
gender) that determine the conditions under which different
motivation mechanisms are triggered.

5.3. Practical implications

This study yields several important implications for practice
regarding how to increase users’ information disclosure behavior
in LBSNS by considering the benefit structure and individual
differences. First, service providers should recognize that utilitar-
ian benefits and hedonic benefits have different weights in differ-
ent research contexts (e.g., e-commerce vs. social networking).
Unlike utilitarian benefits which are regarded as the most impor-
tant factor in the e-commerce context, in the social networking
context, hedonic benefits play a much stronger role. Therefore,
LBSNS service providers should pay more attention to the approach
that can improve the hedonic benefits created by their LBS
services.

Second, LBSNS service providers should consider the individ-
ual differences when providing their services. This study indi-
cates that males and females focus on different factors at both
the benefit formulation stage and the privacy calculus stage.
Thus, service providers should recognize these differences and
provide personalized services to satisfy their needs. Specifically,
for females who are concerned about the privacy risks, LBSNS
service providers should provide them with more functions
related to the privacy control. Further, LBSNS service providers
can provide the services with more hedonic benefits for females
and provide the services with more utilitarian benefits for males
to meet their preferences.

5.4. Limitations and future research

The study also suffers several limitations which should be
considered in future research. First, to examine the location
information disclosure behavior, we used the snowballing
approach to recruit respondents and most of these respondents

were students. Thus, whether or not the findings can be applied
to other populations such as professionals still needs to be
examined in future research. Second, the study was conducted
in China which is a country with a collectivism and femininity
culture (Hofstede, 1991), so the respondents in our study may
pay more attention to the social relationships and hedonic ben-
efits. However, whether or not the findings are applicable in
other countries (e.g., USA which is a country with an individual-
ism and masculinity culture) still needs to be examined in future
research. Specifically, a cross-culture study may help to further
validate our proposed model or improve our model by consider-
ing cultural moderators. Third, to investigate the benefit struc-
ture, privacy calculus and gender differences, we focus on the
role of perceived benefits and privacy risks in shaping users’
information disclosure intention. However, there may be other
important factors which need to be included in the analysis to
provide a more comprehensive picture about this issue. Finally,
during the data collection process, we did not focus on one
specific LBSNS but let the respondents select one LBSNS which
was most frequently used by them. Although this approach is
helpful for enlarging the variances of constructs, it raises the
concerns about whether or not the functionality differences
across different LBSNSs affect the validity of the model. Future
research can further classify LBSNS into different categories
and empirically examine whether or not the proposed relation-
ships in our study are moderated by the functionality
differences.

6. Conclusion

Privacy calculus model has been recognized as the most impor-
tant theory to understand the information disclosure behavior.
However, most of previous studies are conducted in the context
of e-commerce and pay less attention to interaction effects and
individual differences. To fill these gaps, this study investigates
the benefit structure, privacy calculus and gender differences in
the context of LBSNS. The results show that hedonic benefits rather
than utilitarian benefits become the major component of benefit
perceptions and privacy risks weaken the relationship between
perceived benefits and information disclosure intention. The anal-
ysis also indicates that there are gender differences at both the
benefit formulation stage and the privacy calculus stage. These
findings have strong theoretical implications for understanding
the information disclosure behavior in LBSNS and help practition-
ers to develop strategies to facilitate users’ information disclosure
behaviors.
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Appendix A. Literature review on information disclosure and privacy

(2009)

Ability (AB)
Issue involvement (II)

Opt-in intention (OII)

CFIP x AF - POA
CFIP x II - POA

Literature Context Independent variables Dependent variables Interaction effects Theory
Anderson and e-health e Privacy concern (PC) e Willingness to provide access to e Type x PC - WTP e Privacy boundary theory
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e-commerce
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e-commerce

Concern for information privacy (CFIP)
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Previous online privacy invasion
Privacy concern

Importance of privacy policies

Health information privacy concern

Trust (TR)
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Internet privacy concern
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Privacy concern
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Privacy concern (PC)
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Internet privacy concerns
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vacy self disclosure behaviors
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Utility maximization theory

Utility theory
Privacy calculus
Trust theory

Social capital theory
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Theory of information disclosure
behavior

Social exchange theory

Trust theory

Privacy calculus
Expectancy theory

Privacy calculus

Hofstede’s cultural theory
Fukuyama'’s theory of trust and
social capital
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Literature Context Independent variables Dependent variables Interaction effects Theory
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surveillance information
Dinev et al. (2013) Web 2.0 e Anonymity e Perceived information control e NA e Privacy calculus
e Secrecy e Perceived risk o Identity management theory
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Presence of privacy assurance
statements

Presence of privacy seals (PPS)
Contextual marketing (CM)
Customer orientation (CO)

Internet user information privacy
concern

Information sensitivity

Privacy concern (PC)

Consumer privacy empowerment (EMP)

Social influence

Social benefits (reciprocity)
Online community trust
Privacy risk

Anonymity

Collectivism

Individualism

Initial trust (IT)

Monetary compensation (MC)

Personalization (PSN)

Privacy concerns
Ease of use

Information privacy concerns
Perceived justice
Societal benefits form complaining

Authentication
Nonrepudiation
Confidentiality

Privacy protection

Data integrity

Privacy information indicator
Prominent privacy information

Intention (INT)
Use of technology (USE)

Perceived privacy assurance
(PPA)

Behavioral intention toward .
website

Site value (SV)
Satisfaction with site (SAT)

Trusting beliefs
Risk beliefs
Behavioral intention
Trust (TR)

Self disclosure

Willingness to provide information .
(WPI)

Behavioral information disclosure
(BID)

Privacy concerns (PC) .
Intention to adopt (INT)

Usefulness

Likeability

Intention to adopt Collaborative
Privacy Management (CoPE)
Refusal .
Misrepresentation

Removal

Negative word of mouth

Complaining directly to online
companies

Complaining indirectly to third

party organizations

Trust .
Attitude toward using

Behavioral intention

Actual use

Purchase .

Culture x DOA — ATD
Culture x ATD — INT
Culture x INT — USE

Understanding privacy
seals x PPS — PPA
Sense of privacy seal

assurance x PPS — PPA

Site complexity

Privacy concerns x CM — SAT
Privacy concerns x CO — SAT
Site complexity x CM — SAT
Site complexity x CO — SAT
NA

Gender x EMP — PC
Gender x PC - TR
Gender x EMP — TR
NA

MC x IT - WPI

e MC x IT - BID

Context
(CE) x PSN - PC
CE x PSN — INT

emergency

.NA

NA

NA

NA

o Elaboration likelihood model

e Theory of contextual marketing
e Theory of real-time marketing
e Theory of customization

e Exchange theory

e Social contract theory

e Social constructionist theory

e Social exchange theory
e Social penetration theory
e Cross-cultural theory

e Social exchange theory

e Expectancy theory

Technology acceptance model

e Justice theory

e Social exchange theory

e Theory of reasoned action

e Trust theory

e Microeconomic theory

(continued on next page)
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Appendix A (continued)

Literature

Context

Independent variables

Dependent variables

Interaction effects

Theory

Van Slyke, Shim,
Johnson, and Jiang
(2006)

Wakefield (2013)

Xu and Gupta (2009)

Xu et al. (2009)

Xu, Dinev, Smith, and
Hart (2011)

Xu, Luo, Carroll, and
Rosson (2011)

Xu, Teo, Tan, and
Agarwal (2012)

Yao et al. (2007)

Zhao et al. (2012)

Zimmer, Arsal,
Al-Marzouq, Moore,
and Grover (2010)

Zimmer, Arsal,
Al-Marzougq, and
Grover (2010)

e-commerce

e-commerce

Location-based
commerce

Location-based
commerce

e-commerce

Location-based
commerce

Location-based
commerce

Online
information
disclosure in
general
Location-based
social networks

e-commerce

e-commerce

Concern for information privacy (CFIP)
Familiarity (FM)

Internet security
Positive affect
Negative affect
Privacy concerns
Effort

Compensation (COM)

o Industry self regulation (SR)

Government regulation (GR)

Perceived effectiveness of privacy policy
Perceived effectiveness of industry

self regulation

Disposition to value privacy
Personalization

Previous privacy experience
Personal innovativeness
Coupon proneness

Industry self regulation
Government legislation
Individual self-protection

Psychological need for privacy

o Self efficacy

Incentives provision
Interaction promotion
Privacy control

Privacy policy

Awareness of legislation
Previous privacy invasions
Personal innovativeness
Trust

Privacy

Trust

e Risk

Relevance

e Trust
e Risk
Willingness to transact

Website trust

Website privacy
Intentions to disclose
Performance expectancy
Intention to use LBS

Disclosure privacy benefits (DPB)
Disclosure privacy risks (DPR)
Intention to disclose personal
information in LBS (INT)

Privacy control

Privacy risk

Privacy concerns

Perceived benefits of information
disclosure

Perceived risks of information
disclosure

Perceived value of information
disclosure

Willingness to have personal
information used in LAM
Perceived control over personal
information

Context specific concerns for
information privacy

Beliefs in privacy rights
Internet use diversity

Internet use experience
Concerns about privacy

Extrinsic benefits

Intrinsic benefits

Privacy concerns

Intention to disclose location
information

Intention to disclose information
Actual disclosure behavior

Attitude
Intention
e Actual disclosure

FM x CFIP — Trust
FM x CFIP — Risk

Internet security

Personal innovativeness x Pri-
vacy concerns — Intention to use
LBS

Information delivery mechanisms
(IDM) x COM — DPB

IDM x SR — DPR

IDM x GR — DPR

e NA

Personalization approach (covert
Vs. overt) x Personaliza-
tion — Perceived benefits and
risks of information disclosure

NA

NA

NA

NA

NA

e Trust theory

Cognitive consistency theory

Unified theory of acceptance and
use of technology

Justice theory
Privacy calculus

e Communication privacy manage-
ment theory

Privacy calculus
Economic theory of utility

Control agency theory
Justice theory

Social cognitive theory

Justice theory
Privacy calculus

Social response theory
Theory of reasoned action

Theory of reasoned action
Transaction cost economics
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